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*** 1st CHANGE***

4.4.1
Requirements on Ua* reference point

The Ua* reference point is application specific. The generic requirements for Ua* are:

-
Ua* protocol shall be able to carry AKMA Key Identifier (A-KID); 

-
the UE and the AKMA AF shall be able to secure the reference point Ua* using the AKMA Application Key derived from the AKMA Anchor Key.

NOTE 1:
The exact method of securing the reference point Ua* depends on the application protocol used over reference point Ua*.

NOTE 2:
Specifying Ua* protocol identifier is not considered in the present document.

-
The Ua* protocol shall be able to handle the expiration of KAF and support Ua* key negotiation protocol. 
*** NEXT CHANGE***

6.4.3
KAF refresh

KAF may act as root key for any Ua* key negotiation protocol. Such protocols are assumed to support refresh of keys derived from KAF.
*** END OF CHANGES***
